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Support Activities
Access to Defect Management, Release Management, Environment 

downtime and reports

Typical use for:
Defect, Test, Project, Environments and Release Managers

Test Execution
This will provide access to the ‘Test Plan’ area of ADO (Test 
Scenarios and Test cases), as well as Support Activities listed above

Typical use for:
Tester, Test Manager

To support the effective handing of the various ADO capabilities, the following permissions have been created.

The level of access provided to an individual user will be defined at the point an access request is raised. The below diagram highlights the process 

and typical timelines:

For any further regarding ADO permissions or access requests, please contact the 
MHHS SI Testing Team Project Coordinator at: Testing@MHHSProgramme.co.uk

# MHHS SI Test Team Project Coordinator

MHHS SI Test Team (Project 

Coordinator)

Programme participant

Information provided by Programme 

participants is reviewed by MHHS Testing 

Team #

ADO logins are created

Access details are submitted to each 

individual user.

Programme participants send in user 

access request to MHHS SI Testing Team#

1 Day

1 Day
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The below diagrams detail the process for new starters and leavers.

New starters:                 Leavers:

Notes:

• It is anticipated that each Programme Participant will require access for 5 users. For any additional users, please reach out to the MHHS 
SI Testing Team Project Coordinator at: Testing@MHHSProgramme.co.uk

Information provided by Programme 
participants is reviewed by the MHHS 

SI Testing Team#

ADO log ins are created

Access details are submitted to each 
individual user

2 days

Programme participant notifies the 
MHHS SI Test Team# of a new starter

Information provided by Programme 
participants is reviewed by the MHHS 

SI Testing Team#

ADO credentials are deactivated

Confirmation is issued to the 
Programme participant and MHHS 

PPC

1 days

Programme participant notifies the 
MHHS SI Test Team # of a leaver

# MHHS SI Test Team Project Coordinator
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